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NEW QUESTION 1

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.

You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intuen. Solution: You create an Apple
Configurator enroliment profile. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 2

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals- Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You discover that some external users accessed content on a Microsoft SharePoint site. You modify the SharePoint shoring policy to prevent sharing outside your
organization.

You need to be notified if the SharePoint sharing policy is modified m the future. Solution: From the SharePoint site, you create an alert.

Does this meet the goal?

A. Yes
B. No

Answer: B
NEW QUESTION 3

HOTSPOT
You have a Microsoft Azure Activity Directory (Azure AD) tenant contains the users shown in the following table.

Name Member of
Userl Groupl
User2 Group2
User3 Group3

Group3 is a member of Groupl.
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP
contains the roles shown in the following table.

Name I Permission | Assigned user group '
Windows Defender ATP | View data, Alerts investigation. Active | None
admunistrator (defanlt) remediation actions, Manage secunty
. _seftings
| Rolel View data, Alerts investigation | Groupl
| Role2 | View data_ | Group2
Windows Defender ATP contains the device groups shown in the following table.
___Rank | Machine group | Machine | Useraccess |
| 1 | ATPI | Devicel - Groupl ]
L Last_ | Ungrouped machines (default) | Device2 | None ]
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
Statements Yes No
Userl can view Devicel in Windows Defender Security Center. P (o
User2 can sign in to Windows Defender Security Center. O O
User3 can view Devicel in Windows Defender Security Center. @ O
A. Mastered

B. Not Mastered

Answer: A
Explanation:
Statements Yes
Userl can view Devicel in Windows Defender Security Center. )

User2 can sign in to Windows Defender Security Center.

O
O 0 0%

User3 can view Devicel in Windows Defender Security Center. (o]
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NEW QUESTION 4

HOTSPOT

You have a Microsoft 365 subscription.

You need to implement Windows Defender Advanced Threat Protection (ATP) for all the supported devices enrolled in mobile device management (MDM).
What should you include in the device configuration profile? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

Platform: ¥
Android

108

Windows 10 and later
Windows 8.1 and later

Settings: hd
Offboard package

Onboard package

Windows Defender Applicaion Guard
Windows Defender Firewall

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/advanced-threat-protection

NEW QUESTION 5

You have a Microsoft 36S subscription.

Your company purchases a new financial application named App1.

From Cloud Discovery in Microsoft Cloud App Security, you view the Discovered apps page and discover that many applications have a low score because they
are missing information about domain registration and consumer popularity.

You need to prevent the missing information from affecting the score. What should you configure from the Cloud Discover settings?

A. Organization details
B. Default behavior

C. Score metrics

D. App tags

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/discovered-app-queries

NEW QUESTION 6
DRAG DROP
You create a Microsoft 36S subscription.
You need to create a deployment plan for Microsoft Azure Advanced Threat Protection (ATP).
Which five actions should you perform in sequence? To answer, move the appropriate actions from the list of actions to the answer area and arrange them in the
correct order.
Actions Answer Area

Download the Azure ATP sensor setup package.

.Creale a Security & Compliance threat management
{policy.
| Create an Azure Active Directory (Azure AD)
 conditional access policy.
Install sensors.
Create a workspace.

Enter credentials.

Configure the sensor settings.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
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References:
https://blog.ahasayen.com/azure-advanced-threat-protection-deployment/

NEW QUESTION 7

A user receives the following message when attempting to sign in to https://myapps.microsoft.com: "Your sign-in was blocked. We've detected something unusual
about this sign-in. For example, you might be signing in from a new location device, or app. Before you can continue, we need to verity your identity. Please

contact your admin.”
Which configuration prevents the users from signing in?

A. Microsoft Azure Active Directory (Azure AD) Identity Protection policies
B. Microsoft Azure Active Directory (Azure AD) conditional access policies
C. Security & Compliance supervision policies

D. Security & Compliance data loss prevention (DIP) policies

Answer: B
Explanation:

References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/overview

NEW QUESTION 8

HOTSPOT
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP contains the device groups shown in the following table.
Rank Machine group Member
| Group | Name starts with COMP
2 Group2 Name starts with Comp And
05 In Windows 10
3 | Group3 0S5 In Windows Server 2016
Last | Ungrouped machines (default) Not applicable
You onboard computers to Windows Defender ATP as shown in the following table.
Name Operating system
Computerl Windows 10
Computer2 Windows Server 2016

Of which groups are Computerl and Computer2 members? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Computerl: v
Group1 only

Group2 only
Groupl and Group2
Ungrouped machines

Computer2: Y
Groupl only
Group3 only
Groupl and Group3

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Computerl: h
Groupl only
Group2 only
Groupl and Group2
Ungrouped machines
Computer2: ¥
Groupl only
Group3 only
Group1 and Group3
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NEW QUESTION 9

You have Windows 10 Pro devices that are joined to an Active Directory domain. You plan to create a Microsoft 365 tenant and to upgrade the devices to Windows
10 Enterprise. You are evaluating whether to deploy Windows Hello for Business for SSO to Microsoft 365 services. What are two prerequisites of the
deployment? Each correct answer presents a complete solution. NOTE: Each correct selection is worth one point.

A. Microsoft Azure Active Directory (Azure AD)

B. smartcards

C. Microsoft Intune enroliment

D. TPM-enabled devices

E. computers that have biometric hardware features

Answer: AC

Explanation:
References:
https://docs.microsoft.com/en-us/windows/security/identity-protection/hello-for-business/hello-hybrid-aadj-sso-base

NEW QUESTION 10

Your company has a Microsoft 365 E3 subscription.

All devices run Windows 10 Pro and are joined to Microsoft Azure Active Directory (Azure AD).

You need to change the edition of Windows 10 to Enterprise the next time users sign in to their computer. The solution must minimize downtime for the users.
What should you use?

A. Windows Autopilot

B. Windows Update

C. Subscription Activation
D. an in-place upgrade

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/windows-autopilot/windows-autopilot

NEW QUESTION 10

Your company has a Microsoft 365 subscription.

You need to identify which users performed the following privileged administration tasks:
*Deleted a folder from the second-stage Recycle Bin of Microsoft SharePoint

*Opened a mailbox of which the user was not the owner

*Reset a user password What should you use?

A. Microsoft Azure Active Directory (Azure AD) audit logs
B. Security & Compliance content search

C. Microsoft Azure Active Directory (Azure AD) sign-ins
D. Security & Compliance audit tag search

Answer: A

Explanation:

References:

https://HYPERLINK "https://docs.microsoft.com/en-us/azure/azure-monitor/platform/activity-logs-overview"docs.microsoft.com/en-us/azure/azure-
monitor/platform/activity-logs-overview

NEW QUESTION 14

You have a Microsoft 365 subscription

All users are assigned a Microsoft 365 E3 License. You enable auditing for your organization.
What is the maximum amount of time data will be retained in the Microsoft 365 audit log?

A. 2 years
B. 1 year

C. 30 days
D. 90 days

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 17

In Microsoft 365, you configure a data loss prevention (DLP) policy named Policyl. Policyl detects the sharing of United States (US) bank account numbers in
email messages and attachments.

Policyl is configured as shown in the exhibit. (Click the Exhibit tab.)
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Use actions to protect content when the conditions are met

Restrict access or encrypt the content

@ Block pecple from sharing and restrict access to shared content

By default, users are blocked from sending email messages to people. You can choose who has access to shared SharePoint and OneDrive content

Block these people from accessing ShanePoint and OneDrive content

O Everyone. Only the content owney, the last modifier, and the site admin will continue to have access

@ Only people outside your organization. People inside your srganiration wll continue to have aocess.

I::) Emcrypt email messages (applies only to content in Exchange)

You need to ensure that internal users can email documents that contain US bank account numbers to external users who have an email suffix of contoso.com.

What should you configure?

A. an action

B. a group

C. an exception
D. a condition

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies#how-dIp-policies-work

NEW QUESTION 18
HOTSPOT

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.
You have three applications named Appl, App2, and App3 that have the same file format.

Your company uses Windows Information Protection (WIP). WIP has the following configurations: Windows Information Protection mode: Silent

Protected apps: Appl Exempt apps: App2
From Appl, you create a file named Filel.

What is the effect of the configurations? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.

You can open Filel from:
Appl only

Appl, App2

Appl and App2 only
Appl and App3 only

and App3

If vou open Filel in App1, App2, and

App3, an action will be logged for:

App!l only

App3 only

App1 and App2 only
App2 and App3 only
Appl, App2, and App3

A. Mastered
B. Not Mastered

Answer: A

Explanation:

You can open Filel from:

Appl only

Appl and App2 only
App1 and App3 only
Appl, App2 and App3

If you open Filel in Appl, App2. and

App3, an action will be logged for: | App1 only

App3 only

Appl and App2 only
App2 and App3 only
Appl, App2. and App3

NEW QUESTION 23
HOTSPOT
You have a Microsoft 365 subscription.
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You have a group named Support. Users in the Support group frequently send email messages to external users.

The manager of the Support group wants to randomly review messages that contain attachments. You need to provide the manager with the ability to review
messages that contain attachments sent from the Support group users to external users. The manager must have access to only 10 percent of the messages.
What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

To meet the goal for the manager, create:

¥

A label policy

A retention policy
A supervisor policy
An alert policy
MyAnalvytics

To review the messages, the manager must use:

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

¥

A message trace

An eDiscovery case
MyAnalvtics
Outlook Web App

https://docs.microsoft.com/en-us/office365/securitycompliance/supervision-policies

NEW QUESTION 24

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You are deploying Microsoft Intune.
You successfully enroll Windows 10 devices in Intune.

When you try to enroll an iOS device in Intune, you get an error. You need to ensure that you can enroll the iOS device in Intune. Solution: You create an Apple

Configurator enrollment profile. Does this meet the goal?

A. Yes
B. No

Answer: B

NEW QUESTION 28
You have a Microsoft 365 subscription.

You need to view the IP address from which a user synced a Microsoft SharePoint library.

What should you do?

A. From the SharePoint admin center, view the usage reports.

B. From the Security & Compliance admin center, perform an audit log search.
C. From the Microsoft 365 admin center, view the usage reports.
D. From the Microsoft 365 admin center, view the properties of the user’s user account.

Answer: B

Explanation:
References:

https://docs.microsoft.com/enHYPERLINK "https://docs.microsoft.com/en-us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance"-
us/office365/securitycompliance/search-the-audit-log-in-security-and-compliance

NEW QUESTION 31
HOTSPOT
You have a Microsoft 365 tenant.

You plan to create a retention policy as shown in the following exhibit.
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Create a policy to retain what you | i
want and get rid of what you Review your SETtir‘IQS

don't

It wdll take wp to 1 day to apply the retention policy to the locations you chote.

@ Name your policy P'Mit:,' PLATHE
centoso
@ Settings
Description Eclit

'& Choose locations

Applies to content in these locations Edit
Exchange email

Onelrive accounts

SharePoint sites

Office 365 groups

@ Review your settings

Sattings
Batanlon peeriod

Don't retain content, but delete it f it's older than 7 years

Content that's currently older that this will be deleted after
you turn on the policy

Back S lor |ater Croate thizs polcy

Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.
Microsoft SharePoint files that are affected by ki
the policy will be [answer choice]. recoverable for up to seven years

deleted seven years after they were created
retained for only seven years from when they were created

Omnce the policy is created. [answer choice]. v
some data may be deleted immediately

data will be retained for a minimum of seven yvears

users will be prevented from permanently deleting email messages for seven vears

A. Mastered
B. Not Mastered

Answer: A
Explanation:
Microsoft SharePoint files that are affected by ¥
the policy will be [answer cholice]. recoverable for up to seven years _
deleted seven vears after they were created :
retained for only seven vears from when they were created
Omnce the policy is created, [answer choice]. ¥
some data may be deleted immediately
data will be retained for a minimum of seven years
users will be prevented from permanently deleting email messages for seven vears

NEW QUESTION 35

You deploy Microsoft Azure Information Protection.

You need to ensure that a security administrator named SecAdminl can always read and inspect data protected by Azure Rights Management (Azure RMS).
What should you do?

A. From the Security & Compliance admin center, add User1 to the eDiscovery Manager role group.

B. From the Azure Active Directory admin center, add Userl to the Security Reader role group.

C. From the Security & Compliance admin center, add Userl to the Compliance Administrator role group.
D. From Windows PowerShell, enable the super user feature and assign the role to SecAdminl.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/azure/information-protection/configure-super-users

NEW QUESTION 39

HOTSPOT

From the Security & Compliance admin center, you create a retention policy named Policyl. You need to prevent all users from disabling the policy or reducing the
retention period.

Which command should you run? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.
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Answer Area

¥| -Identity "Policyl" ¥| Strue
Set-ComplianceTag -enabled
Set-HoldCompliancePolicy -Force _
Set-RetentionCompliancePolicy -RestrictiveRetention
Set-RetentionPolicy -RetentionPolicyTagLinks
Set-RetentionPolicyTag -SystemTag

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy?view=exchange-pHYPERLINK
"https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-retention/set-retentioncompliancepolicy ?view=exchange-ps"s

NEW QUESTION 41

HOTSPOT

You have a Microsoft 365 tenant.

You create a retention label as shown in the Retention Label exhibit. (Click the Retention Label tab.)

whiat you : -
Review your settings
1wl takop wp B0 1 dary 1o apply the retention poboy 1o the locatsont you chose

a MName your Label Name

EMonth

e Label settings

Description for admins

@ Review your settmgs

Descriplion for users

Retention

B rror

AL

I-.... S

You create a label policy as shown in the Label Policy Exhibit. (Click the Label Policy tab.)

Automatically apply a label to Detect content that matches this querny:
content
“* Conditions

Wl apply this policy to content that matches these conditions. ()

0 Choose label to auto-apply

' Choose conditions Projecty

ﬁ Name your policy

Locations

Review your settings

The label policy is configured as shown in the following table.

Configuration Value |
Label to auto-apply 6Months |
Locations Exchange email |

For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.
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Statements

Yes

Any sent email message that contains the word ProjectX willbe (O
deleted immediately.

Any sent email message that contains the word ProjectX willbe ()
retained for six months.

Users are required to manually apply a label to email messages ()
that contain the work ProjectX.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/retention-policies

NEW QUESTION 44

Your company has 5,000 Windows 10 devices. All the devices are protected by using Windows Defender

Advanced Threat Protection (ATP).

You need to view which Windows Defender ATP alert events have a high severity and occurred during the last seven days.

What should you use in Windows Defender ATP?

A. the threat intelligence API
B. Automated investigations
C. Threat analytics

D. Advanced hunting

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/investigate-alertswindows-defender-advanced-threat-protection
https://docs.microsoft.com/en-us/windows/security/threat-protection/windows-defender-atp/automatedinvestigations-windows-defender-advanced-threat-protection

NEW QUESTION 48
Your company has a Microsoft 365 tenant.

The company sells products online and processes credit card information.
You need to be notified if a file stored in Microsoft SharePoint Online contains credit card information. The file must be removed automatically from its current
location until an administrator can review its contents.
What should you use?

A. a Security & Compliance data loss prevention (DLP) policy
B. a Microsoft Cloud App Security access policy

C. a Security & Compliance retention policy

D. a Microsoft Cloud App Security file policy

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/office365/securitycompliance/data-loss-prevention-policies

NEW QUESTION 52
HOTSPOT
Your company uses Windows Defender Advanced Threat Protection (ATP). Windows Defender ATP includes the machine groups shown in the following table.

No
Q

Q

Rank Machine group Members

| Group|l Tag Equals demo And 0S5 In Windows 10

2 Groupl Tag Equals demo

3 Group3 Domain Equals adatum.com

4 Groupd Domain Equals adatum.com And OS5 In Windows 10
Last Ungrouped machines (default) | Nor applicable

You onboard a computer named computerl to Windows Defender ATP as shown in the following exhibit.

g computerl
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Use the drop-down menus to select the answer choice that completes each statement based on the information presented in the graphic.
NOTE: Each correct selection is worth one point.

Computerl will be a member of [answer choice]. ¥
Group3 only
Group4 only
Group3 and Group4 only
Ungrouped machines
If you add the tag demo to Computerl, the hd

computer will be a member of [answer choice]. |Groupl only
Groupl and Group2 only
Groupl, Group2, Group3, and Group4

Ungrouped machines
A. Mastered
B. Not Mastered
Answer: A
Explanation:
Computerl will be a member of [answer choice]. hd
Group3 only
Group4 only
Group3 and Group4 only
Ungrouped machines
If vou add the tag demo to Computerl, the b4
computer will be a member of [answer choice]. |Groupl only
Groupl and Group2 only
Groupl, Group2, Group3, and Group4
Ungrouped machines

NEW QUESTION 55

Your company has five security information and event management (SIEM) appliances. The traffic logs from each appliance are saved to a file share named Logs.
You need to analyze the traffic logs.

What should you do from Microsoft Cloud App Security?

A. Click Investigate, and then click Activity log.

B. Click Control, and then click Policie

C. Create a file policy.

D. Click Discover, and then click Create snapshot report.
E. Click Investigate, and then click Files.

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/office365/securitycompliance/investigate-an-activity-in-office- 365-cas

NEW QUESTION 56

Your company uses Microsoft Azure Advanced Threat Protection (ATP) and Windows Defender ATP. You need to integrate Windows Defender ATP and Azure
ATP.

What should you do?

A. From Azure ATP, configure the natifications and reports.

B. From Azure ATP, configure the data sources.

C. From Windows Defender Security Center, configure the Machine management settings.
D. From Windows Defender Security Center, configure the General settings.

Answer: B

Explanation:

References:

https://docs.microsoft.com/en-HYPERLINK "https://docs.microsoft.com/en-us/azure-advanced-threat-protection/integrate-wd-atp"us/azure-advanced-threat-
protection/integrate-wd-atp

NEW QUESTION 61

You have a Microsoft 365 tenant.

All users are assigned the Enterprise Mobility + Security license.

You need to ensure that when users join their device to Microsoft Azure Active Directory (Azure AD), the
device is enrolled in Microsoft Intune automatically.

What should you configure?

A. Enrollment restrictions from the Intune admin center
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B. device enrollment managers from the Intune admin center
C. MAM User scope from the Azure Active Directory admin center
D. MDM User scope from the Azure Active Directory admin center

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 63
HOTSPOT
You create two device compliance policies for Android devices as shown in the following table.

_ Name | Member of _ Allowed platform | Awsignedto
1 |Policyl | Android. iOS. Windows (MDM) | None

2 Policy? Windows (MDM) Group? |
|3 Policy3 Androud, 105 Groupl
| Default | All users Android, Windows (MDM) | All users |

You have the Android devices shown in the following table.

~ Name User B ~ Configuration
Android| Userl Not encrypied
Android? Uiser2 Google Play services not configured
Android3 | User3 Not encrypted
| _| Google Play services configured J

The users belong to the groups shown in the following table.

User Group
Userl Groupl
User2 Groupl. Group2
User3 Group2

The users enroll their device in Microsoft Intune.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes No
The device of Userl is compliant. (3 P!
The device of User2 is compliant. @ @,
The device of User3 is compliant. P P!
A. Mastered

B. Not Mastered
Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune-user-help/enroll-your-device-in-intune-android

NEW QUESTION 67

HOTSPOT

Your network contains an Active Directory domain nhamed contoso.com. All client devices run Windows 10 and are joined to the domain.
You update the Windows 10 devices by using Windows Update for Business.

What is the maximum amount of time you can defer Windows 10 updates? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Quality updates: hd
14 days
30 days
60 days
120 days

Feature updates: ¥
60 days
180 days
365 days
540 days

A. Mastered
B. Not Mastered

Answer: A
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Explanation:
References:
https://docs.microsoft.com/en-us/windows/deployment/update/waas-manage-updates-wufb

NEW QUESTION 69

Your company uses Microsoft System Center Configuration Manager (Current Branch) and Microsoft Intune to co-manage devices.
Which two actions can be performed only from Intune? Each correct answer presents a complete solution.

NOTE: Each correct selection is worth one point.

A. Deploy applications to Windows 10 devices.
B. Deploy VPN profiles to iOS devices.

C. Deploy VPN profiles to Windows 10 devices.
D. Publish applications to Android devices.

Answer: BD

Explanation:

References:

https://docs.microsofHYPERLINK "https://docs.microsoft.com/en-us/sccm/comanage/overview't.com/en-us/sccm/comanage/overview
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/create-vpn-profiles

NEW QUESTION 71
You configure a conditional access policy. The locations settings are configured as shown in the Locations exhibit. (Click the Locations tab.)

Locations b 4

Control user access based on their physical
location. Learn more,

Configure @

Include Exclude

Any location
# All trusted locations
Selected locations

The users and groups settings are configured as shown in the Users and Groups exhibit. (Click Users and Groups tab.)

X

Users and groups

Include Exclude

Mone
All users
®) Select users and groups

All guest users (preview) @
| Directory roles (preview) ©
Security reader W

Users and groups

Members of the Security reader group report that they cannot sign in to Microsoft Active Directory (Azure AD) on their device while they are in the office.

You need to ensure that the members of the Security reader group can sign in in to Azure AD on their device while they are in the office. The solution must use the
principle of least privilege.

What should you do?

A. From the conditional access policy, configure the device state.

B. From the Azure Active Directory admin center, create a custom control.
C. From the Intune admin center, create a device compliance policy.

D. From the Azure Active Directory admin center, create a named location.

Answer: D

Explanation:
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References:
https://docs.microsoft.com/en-us/azure/active-directory/conditional-access/location-condition

NEW QUESTION 76

HOTSPOT
You have three devices enrolled in Microsoft Intune as shown in the following table.
Name Platform BitLocker Drive Encryption Member of
{BitLocker)
Devicel Windows 10 Disabled Ciroup3
Device2 Windows 10 Disabled Group2, Group3
Device3 Windows 10 Ihsabled Group2

The device compliance policies in Intune are configured as shown in the following table.

Name Platform Require Assigned
BitLocker
Policyl Windows 10 and later | Require Yes
Policy2 Windows 10 and later | Not configured | Yes
Policy3 Windows 10 and later | Require No

The device compliance policies have the assignmenis shown in the following table,

Name Assigned to
Policy2 Group2
Policy3 Group3

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
NOTE: Each correct selection is worth one point.

Statements Yes No

Devicel is compliant. O 4]

Device2 is compliant. ) &)

Device3 is compliant. O O
A. Mastered

B. Not Mastered
Answer: A

Explanation:

Statements Yes No
Devicel is compliant. |

®)
©)

Device2 is compliant. O X

Device3 is compliant. ) @

NEW QUESTION 81

Your company uses on-premises Windows Server File Classification Infrastructure (FCI). Some documents on the on-premises file servers are classified as
Confidential.

You migrate the files from the on-premises file servers to Microsoft SharePoint Online.

You need to ensure that you can implement data loss prevention (DLP) policies for the uploaded file based on the Confidential classification.

What should you do first?

A. From the SharePoint admin center, configure hybrid search.

B. From the SharePoint admin center, create a managed property.

C. From the Security & Compliance Center PowerShell, run the New-DataClassification cmdlet.
D. From the Security & Compliance Center PowerShell, run the New-DIpComplianceRule cmdlet.

Answer: D

Explanation:
References:
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-dip/newdataclassification?view=exchange-ps

NEW QUESTION 82

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

You need to prevent users from accessing your Microsoft SharePoint Online sites unless the users are connected to your on-premises network.

Solution: From the Device Management admin center, you create a trusted location and a compliance policy Does this meet the goal?

A. Yes
B. No
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Answer: B

Explanation:
References:
https://techcommunity.microsoft.com/t5/Microsoft-SharePoint-Blog/Conditional-Access-in-SharePoint-Onlineand-OneDrive-for/ba-p/46678

NEW QUESTION 84

You have a Microsoft 365 subscription.

You recently configured a Microsoft SharePoint Online tenant in the subscription. You plan to create an alert policy.

You need to ensure that an alert is generated only when malware is detected in more than five documents stored in SharePoint Online during a period of 10
minutes.

What should you do first?

A. Enable Microsoft Office 365 Cloud App Security.
B. Deploy Windows Defender Advanced Threat Protection (Windows Defender ATP)
C. Enable Microsoft Office 365 Analytics.

Answer: B

NEW QUESTION 85

Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the
stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it. As a result, these questions will not appear in the review screen.

You have a Microsoft 365 subscription.

From the Security & Compliance admin center, you create a role group named US eDiscovery Managers by copying the eDiscovery Manager role group.
You need to ensure that the users in the new role group can only perform content searches of mailbox content for users in the United States.

Solution: From Windows PowerShell, you run the New-ComplianceSecurityFilter cmdlet with the appropriate parameters.

Does this meet the goal?

A. Yes
B. No

Answer: A

Explanation:

References:

https://docs.microsoft.com/en-us/office365/securitycompliance/permissions-filtering-for-content- search
https://docs.microsoft.com/en-us/powershell/module/exchange/policy-and-compliance-content-search/newcompliancesecurityfilter?view=exchange-ps

NEW QUESTION 90

HOTSPOT

You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com.
A user named Userl has files on a Windows 10 device as shown in the following table.

ez

Name Text in file

Importing and exporting is easy. For import, you need a source, and for
export you need a deshnabon

¥ou must declare what you want o impor. Dangerous items cannot be
imported I you wan! o impon valuables, you must pay custioms

M are initials forinstant messaging You can use Microsoft Skype for M, but
there are also other H_p:q-gtam-s.

File1 docx

File2 docx

File3 docx

In Azure Information Protection, you create a label named Labell that is configured to apply automatically. Labell is configured as shown in the following exhibit.

Condition: Condition1

Default Directory — Azure In

For each of the following statements, select Yes if the statement is true. Otherwise, select No.
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NOTE: Each correct selection is worth one point.

Statements

Label1 applies to File1.docx.

Label1 applies to File2.docx.

Label1 applies to File3.docx.

A. Mastered
B. Not Mastere

Answer: A

Explanation:
References:

https://docs.microsoft.com/en-us/azure/information-protection/configure-policy-classification

d

NEW QUESTION 92

You have a Microsoft 365 subscription that uses a default domain named contoso.com. Three files were created on February 1, 2019, as shown in the following

HOTSPOT
table.
Name Stored in
Filel Microsoft OneDnve
File2 A Microsoft SharePoint library
File3 Microsoft Exchange Online
email

On March 1, 2019, you create two retention labels named Labell and Label2.
The settings for Lablel are configured as shown in the Labell exhibit. (Click the Labell tab.)

e e T T
¥

When the labed 1 appied to content

Py "RG0 A TSabig i 2= ¥ 1

User 1 (R sk 180818 orrmecrosaft com

Labwl claspfication

The settings for Lable2 are configured as shown in the Label2 exhibit. (Click the Label2 tab.)
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Eries

W Tt Lalees

L e b conterst

You apply the retention labels to Exchange email, SharePoint sites, and OneDrive accounts.
For each of the following statements, select Yes if the statement is true. Otherwise, select No. NOTE: Each correct selection is worth one point.

Statements Yes
File1 will be deleted automatically on February1, 2020 O
if User1 does not complete the disposition review within 90 days of receiving O
the notification, File2 will be deleted automatically after February 1, 2021
File3 will be deleted automatically after February 1, 2021 O

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:

No
O

O

O

https://docs.microsoft.com/en-us/office365/securitycompliance/labels https://docs.microsoft.com/en-us/office365/securitycompliance/disposition-reviews

NEW QUESTION 96
Your company has a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You sign for Microsoft Store for Business.
The tenant contains the users shown in the following table.

Name Microsoft Store for Business role Azure AD role
Usert Purchaser None
User2 Basic Purchaser None
User3 None Application administrator
Userd None Cloud application administrator
Userd None None

Microsoft Store for Business has the following Shopping behavior settings: Allow users to shop is set to On

Make everyone a Basic Purchaser is set to Off
You need to identify which users can install apps from the Microsoft for Business private store.
Which users should you identify?

A. Userl, User2,

B. Userl only

User3, User4, and User5

C. Userl and User2 only
D. User3 and User4 only

E. Userl, User2,

Answer: C

Explanation:
References:

User3, and User4 only

https://docs.microsoft.com/en-us/microsoft-store/acquire-apps-microsoft-store-for-business

NEW QUESTION 100
Note: This question is part of a series of questions that present the same scenario. Each question in the series contains a unique solution that might meet the

stated goals. Some question sets might have more than one correct solution, while others might not have a correct solution.

After you answer a question in this section, you will NOT be able to return to it As a result these questions will not appear In the review screen.
You have a Microsoft Azure Active Directory (Azure AD) tenant named contoso.com. You create an Azure Advanced Threat Protection (ATP) workspace named
Workspacel. The tenant contains users shown in the following table.

The Leader of IT Certification

visit - https://www.certleader.com



CertLeaderm 100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-101-dumps.html (146 Q&As)

Name Member of group Azure AD role
Userl Azure ATP Workspacel Administrators None
User2 Azure ATP Workspacel Users None
User3 None Secunty administrator
| Userd Azure ATP Workspacel Users Global administrator

You need to modify the configuration of the Azure ATP sensors.
Solution: You instruct Userl to modify the Azure ATP sensor configuration. Does this meet the goal?

A. Yes
B. No

Answer: A

NEW QUESTION 104

HOTSPOT

Your company has a Microsoft 365 subscription.

You need to configure Microsoft 365 to meet the following requirements:

*Malware found in email attachments must be quarantined for 20 days.

*The email address of senders to your company must be verified.

Which two options should you configure in the Security & Compliance admin center? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Angwer Arca
i
ATF ard [ T ATF egle alaa barrereits ATP Sy Ly

Frighin wiey Firs Fruiwa® i el LS v Pt g wieri B
Falwry afis iy Fela Yirm =g oagn reeY - gervnn wal Paemyy
e Ll LR R el W henaafa gt el by o e

" & B i

mpamogs g v ity A = =iy ol L g
Bl ¥ e oaeey el e AT Bl S awH
FEohat il Ny

s TR L)

A. Mastered
B. Not Mastered

Answer: A

Explanation:
Answer Arca

ATP aniy - phwyhang ATP rale aflochrnonts ATP Sale Lmici

Firaie? ey B Frides? plgs orgee st Frode® o sy e
FhinPerny oFlachs [l L R s P o petung ard] Warng
rep sl aeud wepail e ety g =abkowoun inky ™ S
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NEW QUESTION 106

You have a Microsoft 365 subscription that uses a default domain named contoso.com.

You have two users named User 1 and User2.

From the Security & Compliance admin center, you add Userl to the ediscovery Manager role group. From the Security & Compliance admin center, Userl
creates a case named Casel

You need to ensure that Userl can add User2 as a case member. The solution must use the principle of least privilege.

To which role group should you add User2?

A. eDiscovery Manager
B. eDiscovery Administrator
C. Security Administrator

Answer: C

Explanation:

Case Study: 1 Contoso, Ltd Overview

Contoso, Ltd. is a consulting company that has a main office in Montreal and two branch offices in
Seattle and New York.

The company has the employees and devices shown in the following table.

Montreal 2,500 2,800
Seattle 1,000 1,100
New York 300 320

Contoso recently purchased a Microsoft 365 ES subscription.
Existing Environment Requirement
The network contains an on-premises Active Directory forest named contoso.com. The forest contains the servers shown in the following table.
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Serverl Domain controller

Server2 Member server

Server3 Network Policy Server (NPS) server
Serverd Remote access server

Serverd Microsoft Azure AD Connect server

All servers run Windows Server 2016. All desktops and laptops are Windows 10 Enterprise and are joined to the domain.
The mobile devices of the users in the Montreal and Seattle offices run Android. The mobile devices of the users in the New York office run iOS.
The domain is synced to Azure Active Directory (Azure AD) and includes the users shown in the following table.

[ Name _AzweADrole
Userl None

User2 Application administrator

User3 Cloud application administrator
Userd Global administrator

| UserS Intune administrator

The domain also includes a group named Groupl.

Planned Changes

Contoso plans to implement the following changes:

sImplement Microsoft 365.

*Manage devices by using Microsoft Intune.

sImplement Azure Advanced Threat Protection (ATP).

*Every September, apply the latest feature updates to all Windows computers. Every March, apply the latest feature updates to the computers in the New York
office only.

Technical Requirements

Contoso identifies the following technical requirements:

*When a Windows 10 device is joined to Azure AD, the device must enroll in Intune automaticaiy.
*Dedicated support technicians must enroll all the Montreal office mobile devices in Intune.
*Userl must be able to enroll all the New York office mobile devices in Intune.

*Azure ATP sensors must be installed and must NOT use port mirroring.

*Whenever possible, the principle of least privilege must be used.

*A Microsoft Store for Business must be created.

Compliance Requirements

Contoso identifies the following compliance requirements:

*Ensure that the users in Groupl can only access Microsoft Exchange Online from devices that are enrolled in Intune and configured in accordance with the
corporate policy.

*Configure Windows Information Protection (W1P) for the Windows 10 devices.

NEW QUESTION 107
HOTSPOT

You need to configure a conditional access policy to meet the compliance requirements. You add Exchange Online as a cloud app.
Which two additional settings should you configure in Policyl? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

oy b4 Londibons

n —Fn n 5. o info
* hiame Slowi-4n itk B Configue &
| Policyl il Mat configured g
- :
i include | Exclude

a ¥ Ly 2. , 1]
i bbb Mot configuned

Select the device state conditon ued o excluds

\sers pnd oroupdt
Y b

deviors from policy.
0 users and groups selected cote Ay -
Mot confsgured li | Device Hybeid Amire AD joined & |
I.-:. d spos B } : — I
1 app included chent apps (prevew) B y || Dwwice macked as comipliant O
Mot cl:nfq wured
endtior @
0 conddions Selected ? Bavacr Mate (prencw i 5

Mot confgured

Access controls
Ll

Bhack acceds

Sepzion @
0 contrcls selected

Enable policy
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A. Mastered
B. Not Mastered

Answer: A

Explanation:
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NEW QUESTION 112

HOTSPOT

You need to meet the Intune requirements for the Windows 10 devices.

What should you do? To answer, select the appropriate options in the answer area. NOTE: Each correct selection is worth one point.

Settings to configure in Azure AD: v
Device settings

Mobility (MDM and MAM)
Organizational relationships
User settings

Settings to configure in Intune: -

Device compliance

Device configuration

Device enrollment

Mobile Device Management Authority

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/intune/windows-enroll

NEW QUESTION 113

HOTSPOT

As of March, how long will the computers in each office remain supported by Microsoft? To answer, select the appropriate options in the answer area.
NOTE: Each correct selection is worth one point.

Seattle: v
6 months
18 months
24 months

30 months
5 vears

New York: v
6 months
18 months
24 months
30 months
5 vears

A. Mastered
B. Not Mastered

Answer: A
Explanation:
References:

https://www.windowscentral.com/whats-difference-HYPERLINK "https://www.windowscentral.com/whats-difference-between-quality-updates-and-feature-updates-
windows-10"between-quality-updates-and-feature-updates-windows-10

NEW QUESTION 118
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You need to ensure that Userl can enroll the devices to meet the technical requirements. What should you do?

A. From the Azure Active Directory admin center, assign Userl the Cloud device administrator rote.

B. From the Azure Active Directory admin center, configure the Maximum number of devices per user setting.
C. From the Intune admin center, add Userl as a device enroliment manager.

D. From the Intune admin center, configure the Enrollment restrictions.

Answer: C

Explanation:

References:

https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enrHYPERLINK "https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-
devices-with-device-enroliment-manager"ollment-manager

NEW QUESTION 121
You need to ensure that the support technicians can meet the technical requirement for the Montreal office mobile devices.
What is the minimum of dedicated support technicians required?

00w
w~N P

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/sccm/mdm/deploy-use/enroll-devices-with-device-enrollment- manager

NEW QUESTION 122

DRAG DROP

You need to meet the requirement for the legal department

Which three actions should you perform in sequence from the Security & Compliance admin center? To answer, move the appropriate actions from the list of
actions to the answer area and arrange them in the correct order.

Actions Answer Area

Create a data loss prevention (DLP) policy.

Create an eDiscovery case.

Create a label.

Run a content search.

Create a label policy.

Ereate a hold.

Assign eDiscovery permissions.
Publish a label.

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://www.sherweb.com/blog/edisHYPERLINK "https://www.sherweb.com/blog/ediscovery-office-365/"covery-office-365/

NEW QUESTION 126

HOTSPOT

You need to meet the technical requirement for log analysis.

What is the minimum number of data sources and log collectors you should create from Microsoft Cloud App Security? To answer, select the appropriate options in
the answer area.

NOTE: Each correct selection is worth one point.

The Leader of IT Certification visit - https://www.certleader.com



CertLeader.m 100% Valid and Newest Version MS-101 Questions & Answers shared by Certleader

Toader of IT Cortifications https://www.certleader.com/MS-101-dumps.html (146 Q&As)

Minimum number of data sources: v

O LD

Minimum number of log collectors: [ ¥

(o WLES B

A. Mastered
B. Not Mastered

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/cloud-app-security/discovery-docker

NEW QUESTION 128
You need to protect the U.S. PII data to meet the technical requirements. What should you create?

A. a data loss prevention (DLP) policy that contains a domain exception

B. a Security & Compliance retention policy that detects content containing sensitive data
C. a Security & Compliance alert policy that contains an activity

D. a data loss prevention (DLP) policy that contains a user override

Answer: C
Explanation:

References:
https://docs.microsoft.com/en-us/office365/securitycompliance/create-activity-alerts

NEW QUESTION 132
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